Certyfikaty KSeF

Do czego shuzy certyfikat KSek?

Certyfikat KSeF bedzie stanowil jedna z metod uwierzytelnienia si¢ w systemie.

Certyfikat KSeF bedzie wymagany do oznaczenia faktury kodem umozliwiajacym
potwierdzenie tozsamo$ci wystawcy przy wystawianiu faktur w trybach szczegélnych:
offline24, offline (niedostepnos¢ systemu) oraz awaryjnym.

Uwierzytelnienie certyfikatem KSeF oraz jego wykorzystanie przy wystawianiu faktur
W trybach szczegolnych bedzie mozliwe od 1 lutego 2026 .

W jaki sposob uzyska¢ certyfikat KSeF?

Kwestie techniczne zwigzane z wydaniem oraz pobraniem certyfikatu wystawcy faktury
zostaly opisane w dokumentacji technicznej, opublikowanej na stronie internetowe;j
Ministerstwa Finansow.

Warto pami¢taé, ze 0 wydanie certyfikatu mozna bedzie wystepowaé¢ w Module
Certyfikatow i Uprawnien (MCU) od 1 listopada 2025 r.

O certyfikat KSeF bez dodatkowych warunkow moga wystapic:

o osoby fizyczne zgloszone w zawiadomieniu ZAW-FA,

e osoby fizyczne posiadajace uprawnienia wlascicielskie,

o podatnicy niebedacy osoba fizyczna posiadajacy uprawnienia wlascicielskie,
postugujacy sie pieczecia elektroniczng do uwierzytelnienia w KSeF.

Konieczno$¢ ponownego nadania uprawnien w module MCU wystapi w przypadku:

e 0soby fizycznej, ktora nie zostala uprawniona na podstawie ZAW-FA w KSeF 1.0
do 31 pazdziernika 2025 r.
e podmiotu, ktory otrzymat uprawnienia do KSeF do 31 pazdziernika 2025 r.

Po ponownym nadaniu uprawnien w module MCU osoba fizyczna lub podmiot beda mogli
wystapic o certyfikat KSeF.

Aby wystapi¢ o wydanie certyfikatu trzeba bedzie uwierzytelni¢ si¢ w KSeF jako podatnik lub
osoba uprawniona np. za pomoca Podpisu zaufanego lub elektronicznego podpisu
kwalifikowanego lub elektronicznej pieczeci kwalifikowanej. Podmiot/osoba uwierzytelniona
certyfikatem KSeF takze bedzie mogla wnioskowa¢ o wydanie kolejnego certyfikatu.

We wniosku o wydanie certyfikatu konieczne bgdzie podanie danych osoby fizycznej lub
podmiotu, zgodnych z danymi identyfikujacymi osoby lub podmiotu uwierzytelnionego
w KSeF w momencie skladania wniosku. Po poprawnym przetworzeniu wniosku certyfikat
KSeF zawierajacy przestane dane zostanie wydany i bedzie gotowy do pobrania przez
wnioskujacego.



Generowanie certyfikatow w MCU jest rozwigzaniem tymczasowym przewidzianym na okres
od listopada 2025 r. do konca stycznia 2026 r. Od lutego 2026 r. funkcjonalno$¢ bedzie
dostgpna w API KSeF 2.0 oraz w Aplikacji Podatnika KSeF 2.0. Uprawnienia nadane w MCU
zostang przeniesione do KSeF 2.0, a wigc 1 do Aplikacji Podatnika KSeF 2.0.

Certyfikat KSeF bedzie wazny nie dtuzej niz 2 lata od daty jego wytworzenia lub od wskazane;j
przez podatnika daty poczatkowej jego obowigzywania.

Typy certyfikatu KSeF

Certyfikat typu 1 (uwierzytelnienie)

Certyfikat KSeF typu 1 przeznaczony begdzie do uwierzytelniania si¢ w systemie KSeF (jako
jedna z dopuszczalnych metod). Uwierzytelnienie certyfikatem KSeF bedzie mozliwe zarowno
w sesji interaktywnej jak rowniez w sesji wsadowej. Po zalogowaniu si¢ certyfikatem KSeF
beda brane pod uwage uprawnienia powigzane z identyfikatorem podatkowym (NIP, PESEL)
zapisanym na tym certyfikacie. System bedzie rowniez uwzglednial powigzanie
identyfikatorow NIP 1 PESEL. Oznacza to, Ze osoba fizyczna lub podmiot uwierzytelniony
certyfikatem KSeF bgda mogli dziala¢ w systemie w obrebie uprawnien nadanych na oba ww.
identyfikatory podatkowe (niezaleznie, na ktory identyfikator byt wygenerowany certyfikat).

Certyfikat typu 2 (offline)

Certyfikat KSeF typu 2 wymagany jest do oznaczenia faktury kodem umozliwiajagcym
potwierdzenie tozsamos$ci wystawcy przy wystawianiu faktur w trybie OFFLINE (tj. w trybie
offline24, offline-niedostepnos¢ systemu, trybie awarii KSeF).

Potwierdzenie tozsamos$ci wystawcy nalezy rozumie¢ jako:
e potwierdzenie tozsamosci osoby, jesli byt on wydany na osobg fizyczng lub
o identyfikacje konkretnego podmiotu np. spoitki, jesli byt on wydany na podmiot inny

niz osoba fizyczna.

Certyfikaty KSeF obu typow begda generowane osobno. Nie bedzie mozliwe wygenerowanie
jednego certyfikatu KSeF obejmujacego jednoczesnie dwa zastosowania.

Dla ufatwienia rozroznienia, certyfikaty obu typow beda mialy w atrybucie CN (commonName)
dopisek ,,uwierzytelnianie” lub ,,offline”, zaleznie od ich zastosowania.



